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Subiect: avizarea propunerii legislative
Comunicare Electronica si utilizarea adreselor de po
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Urmare a adresei dumneavoastrd nr. 6700/02.12.2025, inregistratd in cadrul Autorititii
Nationale pentru Administrare si Reglementare in Comunicatii (in continuare, ANCOM sau
Autoritate} cu nr. SC-26657/05.12.2025, prin care ne transmiteli, spre avizare, propunerea
legislativa privind inflintarea Serviciului National de Comunicare Electronica si utilizarea adreselor
de posta electronica oficiale,

in temeiul art. 10 alin. (1) pct. 7 din Ordonanta de urgentd a Guvernului nr. 22/2009
privind infiinfarea Autoritatii Nationale pentru Administrare si Reglementare Tn Comunicatii,
aprobata prin Legea nr. 113/2010, cu modificarile si completarile ulterioare, va transmitem
urmatoarele observatii:

Cu titlul general, din perspectiva implementdrii art. 1 din prezenta propunere legislativa,
se poate constata faptul cd aceastd masura normativa va declansa un proiect national IT major,
nu un simplu instrument administrativ, cu implicatii institutionale, tehnice, financiare si juridice
semnificative [crearea sau achizitia unei infrastructuri IT nationale, interoperabilizarea cu
sistemele existente (registre, platforme guvernamentale), stabilirea unor standarde unitare de:
autentificare, securitate, arhivare, trasabilitate]. Instituirea unui mecanism unic de comunicare
electronica ofictala presupune centralizarea deciziilor, dezvoltarea unei infrastructuri dedicate,
interoperabilitatea cu sisteme existente si stabilirea unor standarde unitare, fard ca aceste
elemente s3 fie clar reglementate sau corelate cu resursele necesare. In practicd, acest lucru
presupune migrarea de [a sisteme eterogene [a un model unic sau compatibil, riscuri de
incompatibilitate tehnicd, perioade de funciionare paralela (vechi/nou), cu costuri si vulnerabilitati
sporite.

In lipsa unor circumstantieri explicite privind natura obligatorie a sistemului, guvernanta,
responsabilitdtile si validitatea juridica a comunicarilor, implementarea art. 1 risca sa genereze
blocaje administrative, costuri neprevazute, vulnerabilitéti de securitate si practici neunitare (de
exemplu, Tn lipsa unor surse clare de finantare sau a unei analize de impact bugetar detaliats, se
transferd presiunea financiard asupra institutiilor obligate s& se conformeze).

Nu in ultimul rénd, prin centralizarea comunicarii creste concentrarea de date sensibile
ntr-un singur sistem, apare un risc sistemic de securitate (single point of failure) si, totodatd, se
accentueaza responsabilitatea operatorului sistemului pentru incidente, brese sau indisponibilitati.

Astfel, principalele riscuri nu deriva din intentia normei, ci din impactul sau structural,
insuficient anticipat si reglementat la nivelul textului de lege.

in contextul definirii comunicarii electronice oficiale drept orice ,,corespondents, notificare,
transmitere sau receptie de documente si date efectuatd de o entitate publicd in exercitarea
atributiflor sale legale, prin intermediul mijloacelor electronice” [art. 2 lit. b) din propunerea
legislativd], riscurile anterior identificate sunt consolidate si accentuate de dispozitiile art. 4 din
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acelasi act normativ. Prevederile art. 4 lit. a) consacra principiul utilizirii exclusive a canalelor de
comunicare electronica oficiald pentru corespondenta desfdsuratd de entitdtile publice Tn
exercitarea atributfiilor lor legale, cu scopul standardizdrii si uniformizdrii comunicErii
administrative. In plan practic, dispozitia tinde sd instituie un regim preferential sau chiar
obligatoriu al comunicdrii electronice oficiale, limitdnd utilizarea altor mijloace electronice sau
canale alternative, ceea ce amplificé efectele de centralizare si dependenta sistemicé generate de
lege. Or,in ceea ce priveste atributiile ANCOM conferite, in principal, prin Ordonanta de urgentd
a Guvernului nr. 22/2009 privind infiintarea Autoritdtii Nafionale pentru Administrare si
Reglementare in Comunicatii, aprobatd prin Legea nr. 113/2010, cu modificérile si completirile
ulterioare, acest fapt este de naturd sd genereze preocupdri legitime fn ceea ce priveste
asigurarea confidentialitatii datelor cu caracter personal, protectia secretului comercial sau a altor
informatii sensibile aflate in posesia Autoritatii (informatiile detaliate continute in chestionarele si
anchetele transmise furnizorilor de servicii electronice prin intermediul aplicatiei de colectare a
datelor statistice, datele furnizate Tn vederea emiterii licentelor de utilizare a frecventelor radio,
precum si informatiile colectate prin intermediul aplicatiilor aferente Netograf si altor instrumente
similare).

Prevederile art. 4 lit. ) din propunerea legislativa, care consacrd principiul ,, frasabilitatii
complete a comunicarilor electronice oficiale, fard a aduce atingere confidentialitafii acestora’,
sunt de naturd a genera probleme de claritate si previzibilitate juridica in raport cu Legea nr.
506/2004 privind prelucrarea datelor cu caracter personal si protectia vietii private in sectorul
comunicatillor electronice, cu modificarile si completérile ulterioare. Aceasta din urma protejeaza
confidentialitatea comunicatiilor electronice atdt sub aspectul continutului, cat si al datelor de
trafic, interzicAnd moenitorizarea sau prelucrarea acestora In afara cazurilor expres prevazute de
lege. In lipsa unei definitii legale, sintagma ,trasabilitate completd” poate fi interpretatd ca
implicand colectarea si prelucrarea extensiva a datelor de trafic, ceea ce depaseste cadrul permis
de Legea nr. 506/2004.

Desl textul include mentiunea ,,f&rd a aduce atingere confidentialitatil’, aceasta are un
caracter declarativ si nu este suficientd pentru a garanta respectarea regimului juridic al
confidentialitatii comunicatiilor. Absenta unor delimitari clare privind scopul, intinderea si limitele
trasabilitdfii creeazd riscul unei ingerinte disproportionate si neprevizibile In dreptul la
confidentialitatea comunicatiilor electronice, fiind necesard o clarificare legislativd pentru
asigurarea compatibilitatii cu Legea nr. 506/2004.

Pentru asigurarea coerentei legislative si a respectdrii confidentialitati comunicatiilor
electronice, apreciem cé este necesard clarificarea continutului, scopului si intinderii trasabilitatii
avute Tn vedere, astfel incat aceasta sa nu depaseasca cadrul permis de legislatia in vigoare. O
propunere de text In acest sens ar putea fi: ,c) asigurarea trasabifitatii administrative a
comunicarilor electronice oficiale, limitatd /a datele strict necesare pentru dovedirea transmiteri,
receptiondrii si integritdtii acestora, fard acces la confinutul comunicatiifor si cu respectarea
confidentialitatii comunicaliilor si a datelor de trafic, In conditiile legii.”

In conditiile in care autorizarea prevazuts la art. 5 alin. (5) din propunerea legislativi nu
este Insotita de o reglementare detaliata si nici nu existd un temei care sa asigure, prin intermediul
normelor de ordin secundar, reglementarea naturii avizului, a conditiilor de acordare, a procedurii
aplicabile, a termenelor, a criteriilor de evaluare sau a efectelor juridice ale acestuia, aplicarea
art. 5 alin. (6) din propunerea legislativd devine lipsitd de previzibilitate juridici. In absenta
acestor elemente esentiale, nu este clar cum trebuie interpretata situatia ih care avizul nu este
emis, este emis cu Int@rziere sau este negativ, fard o motivare Intemeiatd pe criterii obiective s
transparente.
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In acest context, se impune clarificarea expresd a normel, fie prin detalierea, la nivelul
legli, a procedurii de autorizare prevazute la alin. (5), fie prin circumstantierea efectelor juridice
ale alin. (6), in sensul stabilirii unor reguli clare privind lipsa avizului, termenul de emitere si
consecintele unui aviz negativ. O asemenea interventie legislativd este necesard pentru a preveni
aplicarea arbitrard a dispozitiilor analizate, pentru a asigura securitatea juridica si pentru a permite
o aplicare unitard si previzibild a normei. Este important de subliniat c8, n médsura in care
sanctiunea pentru neavizare este similard celei prevézute la art. 8 alin. (3) din propunerea
legislativd (radierea domeniului institutional respectiv din RNAE', n.n.), avénd in vedere
notorietatea adresei ANCOM, o astfel de situatie ar putea genera implicatii semnificative in relatiile
interne, dar mai ales in cele internationale. Aceste implicatii privesc in mod direct utilizarea si
recunoasterea adreselor oficiale de corespondenta ale ANCOM, care sunt comunicate st utilizate
in relatia cu organizatiile internationale, grupurile de lucru si alte structuri in cadrul cdrora
Autoritatea reprezintd Romania. Orice modificare sau sanctionare legata de aceste adrese ar
putea genera neclaritdti cu privire la validitatea lor, ar putea afecta desfdsurarea corespondentei
oficiale si ar putea conduce la blocaje, intarzieri sau disfunctionalitdti administrative, atat la nivel
national, cat si international.

Art. 8 alin. (2), care instituie auditarea respectdrii cerintelor minime de securitate,
autentificare, arhivare si interoperabilitate stabilite prin normele metodologice, configureaza un
mecanism de control fehnic asupra unui sistem ce funcfioneazd in domeniul comunicatiilor
electronice. In ma3sura in care aceste cerinte si auditarea aferentd pot intersecta aspecte ce {in
de reglementarea tehnicd a comunicatiilor electronice, de garantarea dreptului la protectia vietii
private Tn sectorul comunicatiilor electronice sau de exercitarea atributiilor legale, devenind
incidente dispozitiile Ordonantei de urgentd a Guvernului nr. 111/2011 privind comunicatiile
electronice, aprobatd, cu modificari si completdri, prin Legea nr. 140/2012, cu modificérile si
completdrile ulterioare (in ceea ce priveste furnizarea refelelor publice de comunicatii electronice
sau serviciilor de comunicatii electronice destinate publicului, respectiv relatia furnizor — utilizator
final), ale Legii 506/2004 privind prelucrarea datelor cu caracter personal si protectia vietii private
n sectorul comunicatiilor electronice, cu modificarile si completdrile ulterioare (in masura in care
auditarea presupune acces la log-uri de sistem, date asociate comunicarilor sau alte informatii
tehnice care pot constitui date de trafic - dispozitile Legii nr. 506/2004 garanteazd
confidentialitatea comunicatiilor electronice si limiteaza strict posibilitatea monitorizarii sau
prelucrarii acestora), precum si dispozitiile art. 1 alin. (11) din Ordonanta de urgentd a Guvernului
nr. 22/2009 privind infiintarea Autoritatii Nationale pentru Administrare si Reglementare in
Comunicatii, aprobatd prin Legea nr. 113/2010, cu modificérile si completarile ulterioare (care
consacra independenta decizionald, organizatoricd si functionald a ANCOM fatd de orice alta
autoritate publica).

Fatd de cele expuse, este recomandatd o delimitare clard, la nivelul legii, a obiectului,
limitelor si garantiilor auditului prevazut de art. 8 alin. (2), astfel incat sa se limiteze riscul unor
suprapuneri sau ingerinte indirecte in sfera de competenta a acestei auforitati independente
(precum si a altora aflate intr-o situatie juridica similara).

Cu stima,
\ Presedinte,

Valeriu Stéfan ZGONEA

! Registrul National al Adreselor Electronice Oficiale, administrat de ADR, conform art. 6 alin. (1) din
propunerea legislativa.
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